
Nueces County

Reentry Authorization & 

In-Field Verification 



Information Notice

The materials contained in this 
document should be considered 

confidential and proprietary 
information, but available to 

active members of the Alliance 
for Community Solutions.



STARTS HERE

Step 1: Organization Registration

Completed by organization(s) requesting 
reentry authorization for essential staff

http://r.i-info.com/Nueces/Reentry/Request

http://r.i-info.com/Nueces/Reentry/Request


Information is 
entered by  the 

organization 
requesting 

reentry access



Click “Add Documents” 
to upload the signed 

“Reentry Agreement” 
form.



Person submitting 
information is set up to 
receive future updates 

regarding this form.



Select authorization 
type and complete 

other sections.



Enter a security code 
and click “Submit” to 

completion the 
registration.





The Primary Point of Contact person for reentry 
implementation receives a confirmation that the 
information was submitted by the facility with a 

detailed record of the information entered.



Step 2: Review & Approval

Conducted by Organization(s) setup to 
approve each submittal.



Newly registered facilities are placed 
in a hold area until the submittal is 

reviewed and approved



Once approved, the facility is moved under 
“Approved Orgs” directory.



Using the embedded 
communications tool, standard 
notifications can be sent to the 

users at each facility responsible to 
maintain their personnel lists

Org is sent an update request to 
provide additional contact 

information.



A new org request is created from a 
template, with the facility’s point of 

contact as recipient.



Step 3: Entry of Key Contact Info

Completed by facility’s primary 
point of contact for reentry



Information is 
prepopulated from 
the initial request. 

Enter in the 
additional fields.  



“Person Completing the 
Form” is populated with 

the person who submitted 
the initial request. Update 
the information as needed.



This is the primary and 
alternate persons  who 

are responsible for 
entering and maintaining 

the list of critical & 
essential personnel for 

reentry.



Click “Submit” to 
complete the 
registration.



A notice is provided 
that key contacts 

will receive an email 
to set up their login. 



Each contact entered by the 
organization receives a notification 

that they have been identified as the 
key contact for the facility



The person submitting the form also 
receives a confirmation that the 

information was received and a list of the 
information entered for their review

All key contacts are provided a link 
to complete their own registration 

into the database and to set 
themselves up as a user to maintain 

personal and agency information 



Before creating their login 
information, each contact must 
authenticate themselves as the 

correct person.



Once verified, the user can create their 
own username and password that can 
be used for future logins. The system 
will provide an indicator to assist the 
user in creating a stronger password.



To complete the process, the user 
must enter a security keyword and 

keyword reminder of their choosing. 
This information along with the 

person’s birth date is used to 
retrieve their login information.



Once accepted, the user has access to their 
personal profile to add additional details, as 

desired. Each person is responsible to maintain 
their information on a going forward basis.



The system will also send a notification 
to the new user with a link to bookmark 

for future access to the system



Step 4A: Request Input of Essential 
Personnel

Conducted by jurisdiction 
authorizing reentry. 



Reentry org admin sends a “personnel 
update” request to the Emergency 

Personnel Contact(s) to enter 
personnel for reentry.



The primary Personnel Contact will receive 
the designated email with a link to upload 

critical and essential staff



Requests can be tracked and 
followed up as needed.



Step 4B: Input of Essential 
Personnel

Completed by personnel contacts 
identified by each organization that 

has been approved for reentry.



The primary Personnel Contact will receive 
the designated email with a link to upload 

critical and essential staff



If the person is responsible for more than 
one facility, the system will provide a list of 

the facilities for the user to choose from. 
After a quick confirmation of the facility 

data being accessed, the user can login to 
complete the review / update process



By entering their username 
and password, they can access 

the current staff on file



The system will provide the list of all personnel 
previously entered (in this case only the key 
contacts that were submitted in the initial 
registration). Additional staff can either be 

manually entered, or they can be uploaded from 
a spreadsheet into the database. Note: any 

person who is a key contact cannot be modified. 
To make changes, contact the reentry jurisdiction 

to update or request an update link.



By selecting the spreadsheet file, the facility 
contact can upload their list of personnel



Once the spreadsheet is initially loaded the 
system will display the data in the same format 

it was uploaded, for review prior to saving



At any time during the process, existing 
staff can be flagged for removal from 

the list by clicking the X in front of the 
person’s name in the list



Step 4: Pre-Event Verification

Authorizing jurisdiction can send out 
request at any time to verify org / 

personnel info.



Step 4a: Pre-Event Verification of 
Org Contact

If progress tracking is desired, send from 
Mi-Orgs using Manage Org Request (one 

org at a time)



Send org update to request orgs to update 
key contact info using Org Request



Click the “letter” icon to send org update. 
Repeat to the next org. (This can also be 
used to send personnel update request.)



Step 4b: Pre-Event Verification of 
Org Contact

If progress tracking not needed, use Mi-
Comm to send to multiple orgs at the 

same time.



Click New > Org Update Request to send to 
multiple orgs



Select orgs desired or all orgs to send org update 
request



Step 5: Pre-Event Verification of 
Essential Personnel

If progress tracking is desired, use Org 
Request Manager to send (see Step 4a). 

Otherwise, use Mi-Comm to send to multiple 
orgs at the same time.



Click on existing template to 
create new request message 



Select individual orgs or all orgs 
under “Emergency Personnel 

Contact” to send request.







Step 5: Personnel Adjustments 

Changes can be made at any time 
by authorized users for each 

approved organization



Each recipient can click the link in 
the email message to access their 

personnel list(s)



Each recipient must enter their 
username and password to access 

their information



If a person is responsible for multiple 
facility locations, the person can access 

and review / update all of their lists 
during the same login



Like before, the authorized contacts at 
each facility can add, update and 

remove names and contact 
information for each critical or 
essential person at that facility

Short videos help as a reminder to those who need assistance



Step 6: Issuing Authorization Links

Links to generate authorizations can be 
sent at any time by authorized users



Step 6a: Issuing Authorization 
Links one org at a time

In Mi_Orgs, set up the authorization 
settings once, then click on each org to 

print or send authorization.



From Mi-Orgs, locate the org to send 
reentry authorization. Click the 
Menu then click “Send” > “Auth 

Entry”.



Select the Sponsoring 
Organization and Report 

Template. Then select the 
activation date and length for 
the authorization. Click OK to 

save the settings.



Click “Settings” to adjust as needed for 
this org and other orgs.

Select everyone or individuals to generate 
the reentry authorization. You can then 

either print the PDF or send to the person.



If sending it, you can send it right 
away or click “Later” to select a future 

date/time. The system will 
automatically send out the 
authorization as scheduled.



Step 6b: Issuing Authorization 
Links to multiple orgs

In Mi-Comm, select multiple orgs to send 
at the same time.



From Mi-Comm, click the dropdown 
arrow next to “New” and click 

“Authorization”



Click “I Accept”, select the “Sponsor 
Org” and set the date period.



Select the desired orgs to 
send authorization to the 

“Emergency Personnel 
Contacts” (primary and 

alternate). 



The link will autogenerate a PDF 
that includes reentry letters for 

all current personnel at the 
time of the download for the 

recipient’s org.



Step 7: Generate & Distribute 
Authorizations to Personnel
Individual person can access their letter own 
letter from email and/or text they received. 

Emergency Personnel Contact can access the 
letter for all current personnel and distribute 

them as appropriate.



If the email was sent to individual personnel, the 
person can click the link to access their own 

authorization letter. 
If the email was sent to the “Emergency Personnel 
Contact”, the person can click the link to access the 

letter for all current personnel.



The Reentry 
Report will 

generate a PDF 
authorization 

letter.



As a reminder…each 
unique person can be 
identified, along with 

their photo 
identification, if 

needed



A placard is included 
as part of the 

authorization letter.



Field Verification

Authorization letter can be 
verified at any checkpoint



Further verification can 
be easily done by anyone 
in the field, by scanning 
the QR code to provide 
data from the database



This can provide more up-to-
date information if the person is 
no longer on the organization’s 

list of current essential 
personnel

**DENIED** Person is 
not part of the 
authorized group.
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